
Call for Contributions

1. Inform the Chair: with the title of your contribution
2. Submission URL:
https://www.iariasubmit.org/conferences/submit/newcontribution.php?event=SECURWARE+2024+Special
Please select Track Preference as ASSURE-PN
3. Note: For 2024, all events will be held in a hybrid mode: on site or virtual choices (live, prerecorded videos, voiced
presentation slides, and .pdf slides). We hope for better times allowing us to return to the traditional on site scientific events.
However, we are ready to adapt any which way the conditions dictate.

Special track

ASSURE-PN: Advanced Security Strategies for Resilient Power Networks

Chair and Coordinator

Dr. Livinus Obiora Nweke, PhD, CISSP, Norwegian University of Science and Technology (NTNU),
Gjøvik, Norway & Noroff University College, Oslo, Norway

livinus.nweke@ntnu.no

along with

SECURWARE 2024: The Eighteenth International Conference on Emerging Security Information,
Systems and Technologies

https://www.iaria.org/conferences2024/SECURWARE24.html
November 03 - 07, 2024 - Nice, France

We cordially invite you to participate in the Special Track ASSURE-PN at our upcoming SECURWARE
2024, which focuses on the latest advancements, challenges, and solutions in securing power networks.

This special track aims to bring together researchers, practitioners, and industry experts to discuss and share
insights on enhancing the security and resilience of power networks in the face of evolving threats. We
encourage you to submit both long and short papers and idea papers. In addition, we look forward to demos
and posters on current solutions being developed in academia or collaborations with industry. Together, we
can build a safer, more reliable energy infrastructure capable of withstanding the challenges of the modern
world.

Subtopics for contributions include, but are not limited to:

 Cybersecurity measures for smart grids
 Threat detection and mitigation in power networks
 Resilience strategies against cyber-physical attacks
 Security frameworks for critical infrastructure
 Machine learning and AI applications in power network security
 Case studies and real-world applications

Contribution Types
- Regular papers [in the proceedings, digital library]
- Short papers (work in progress) [in the proceedings, digital library]
- Posters: two pages [in the proceedings, digital library]
- Posters: slide only [slide-deck posted on www.iaria.org]
- Presentations: slide only [slide-deck posted on www.iaria.org]
- Demos: two pages [posted on www.iaria.org]



Important Datelines
Inform the Chair or Coordinator: As soon as you decide to contribute

Submission: Sep 19, 2024
Notification: Oct 6, 2024
Registration: Oct 16, 2024
Camera-ready: Oct 16, 2024

Note: The submission deadline is somewhat flexible, providing arrangements are made ahead of time with the chairs.

Paper Format
- See: http://www.iaria.org/format.html
- Before submission, please check and comply with the editorial rules:
http://www.iaria.org/editorialrules.html

Publications
- Extended versions of selected papers will be published in IARIA Journals: http://www.iariajournals.org
- Print proceedings will be available via Curran Associates, Inc.: http://www.proceedings.com/9769.html
- Articles will be archived in the Open Access ThinkMind Digital Library: http://www.thinkmind.org

Paper Submission
https://www.iariasubmit.org/conferences/submit/newcontribution.php?event=SECURWARE+2024+Special
Please select Track Preference as ASSURE-PN

Registration
- Each accepted paper needs at least one full registration, before the camera-ready manuscript can be
included in the proceedings.
- Registration fees are available at http://www.iaria.org/registration.html

Contact
Chair: Livinus Obiora Nweke, livinus.nweke@ntnu.no
Logistics (Steve McGuire), steve@iaria.org


